[bookmark: _Toc1116924784]评标内容和标准
采用综合评分法，评审将对通过资格审查的各合格投标人根据评分内容和标准进行评议和评分。最终根据评标结果汇总推荐综合得分最高的为中标候选人。若综合得分有相同的最高分，则在综合得分相同的投标人中按报价优惠顺序推荐中标候选人，若综合得分和报价均相同的，则在综合得分和报价均相同的投标人中按技术质量得分高低顺序推荐中标候选人。
评审将严格按照招标文件的要求和条件进行评标，对所有投标人的评估，都采用相同的程序和标准。
计算分数时四舍五入取小数点后两位。主要评标因素如下：
各部分评分分值分布如下：
PF：报价部分           满分10分
PB：商务部分           满分30分
[bookmark: _GoBack]PT：技术部分           满分60分
最终得分为各个评委的算术平均值。
综合得分P＝PF＋PB＋PT
具体分值及评分因素分布如下：
	评标项目
	评标方法描述
	评标分值

	PF报价部分(10分)
	投标人的投标总价经修正后，计算出报价评标价，评委将按下列方法计算合格投标人的报价部分得分。
PF=(Fn/F)×10分
PF：投标人的投标总价得分
F：各合格投标人报价（即经修正后的投标总价）
Fn：评标基准价即合格投标人中的最低报价
	10

	PB 商务部分(30分)
	投标人具有ISO20000信息技术服务管理体系认证证书、具有ISO9001质量管理体系认证证书、ISO27001信息安全认证证书且在有效期内，全部提供得3分，每缺一项扣1分。（须提供相应证书或检测报告等复印件并加盖投标人公章）
	3

	
	投标人具有数据中心场地基础设施认证证书CQC增强级证书、业务领域为运行维护的ITSS信息技术服务标准运行维护能力证书，全部提供得3分，每缺一项扣1.5分。（须提供相应证书或检测报告等复印件并加盖投标人公章）。
	3

	
	投标人所投产品应与安全产品具备良好的兼容性，能够提供国家认可的第三方安全厂商出具的代码安全审计项目报告、所投产品等保三级网络安全等级保护检测报告、所投产品IT产品信息安全认证证书，全部提供得3分，每缺一项扣1分。（须提供相应证书或检测报告等复印件并加盖投标人公章）
	3

	
	投标人所投产品具有国家认可的具有检测资质的第三方测试机构出具的 “协同管理类软件信息安全测评报告”、“电子公文类系统参考模型确认测试报告”、“流程管理平台类软件产品登记测试报告”、“数据交换引擎类系统检测报告”、“系统集成平台检测报告”、“服务软件测试报告”，全部提供得9分，每缺一项扣1.5分。（须提供检测报告复印件并加盖投标人公章）
	9

	
	投标人所投产品具有应用定制平台类、开放协同互联平台类、公文信息资源共享平台类、协同运营中台系统类、自主可控报表工具类、泛组织管理平台类软件证明材料或登记证，全部提供得9分，每缺一项扣1.5分。（须提供证明材料复印件并加盖投标人公章）
	9

	
	投标人2019年1月1日以来（以验收时间为准）承接过系统类信息化项目情况进行评分，单项目50万以下得1分，单项目50-300万得2分，单项目300万以上得3分，满分3分。投标人须提供该业绩项目的中标公告（提供相关网站中标公告的下载网页并注明网址）、中标通知书复印件、采购合同文本复印件，以及能够证明该业绩项目已经采购人验收合格的相关证明文件复印件，未提供或提供不全者不得分。
	3

	PT 技术部分(60分)
	根据投标人对招标文件“招标内容及要求”（共计32小项）的响应情况进行评议：完全满足要求的得42分，其中带▲的技术参数（共5项）有不响应或负偏离的每项扣3分；其余无标记的技术参数（27项）每负偏离一项扣1分，正偏离不加分。响应情况投标人须完整填列在《技术和服务要求响应表》中,未填列或漏项的，评标委员会将按照不利于投标人的判定进行评审（即认定负偏离）。
	42

	
	公有云要求：
1、投标人或其上级总公司提供的云数据库Redis数据存储持久性至少达到99.9999999999999%及以上，且云数据存储通过可信云容器解决方案评估，需提供可信云官网截图及链接。全部提供得6分，未提供或提供不全不得分。
2、投标人或其上级总公司获得可信云OpenStack开源解决方案证书，提供相关证书复印件。提供得3分，未提供不得分。
	9

	
	实施及培训方案要求：实施方案应包括但不限于项目实施规范、项目实施组织机构安排、项目风险管理、质量管理策略、项目实施人员简历以及对项目实施组织模式的建议；培训方案应包括但不限于培训对象、内容及培训安排、及培训效果评估方法。方案内容完整、要点合理可行、专业化程度高并附项目组织机构示意图的得5分；方案内容阐述简略，部分要点合理并附项目组织机构示意图的得3分；方案阐述有缺漏或未附项目组织机构示意图的得1分。未提供不得分。
	5

	
	项目经理要求：投标人拟派的项目负责人具备有信息系统项目管理师资格证书、PMP认证证书，提供有效证书复印件并加盖投标人公章，并同时提供投标单位在投标截止时间前三个月为其缴纳的社保证明材料。每提供一项得2分，满分4分。
	4




[bookmark: _Toc1920533421]招标内容及要求
[bookmark: _Toc1725992337]功能性需求
[bookmark: _Toc544104283]协同流程▲
实现行政、公文、人事、合同、采购、运营等各类审批流程电子化，实现网络化办公，员工只需在能上网的地方，即可实现内部办公，打破空间、时间对办公的限制；管理者对各类审批流程具备监控、督办、查询等权限；具备流程的效率统计，可按个人、部门、事件类型统计流程处理时间。
协同管理:进行协同“待办、已办，待发、已发，超期”等多种状态的统计。所投产品应具有协同管理模块的协同关系功能，需提供国家认可的具有检测资质的检测机构出具的关于协同管理模块的协同关系功能等方面的检测报告或相关证书。
协同工作量化：投标人所投产品应具有协同工作量化方法和装置的功能，需提供国家认可的具有检测资质的检测机构出具的关于协同工作量化方法和装置等方面的检测报告或相关证书。
投标人所投产品应具有流程功能，需提供国家认可的具有检测资质的检测机构出具的关于流程工作流系统及自由和固定工作流搭建和运行功能的检测报告或相关证书。
[bookmark: _Toc775315455]协同门户管理
通过构建高管门户、个人门户、公司门户、职能部门门户、集成门户和学习门户等，实现信息根据每个岗位工作特性进行个性化信息推送与分享。为每位员工建立独立的网上办公助手，实现“事找人”的办公管理方式。并打破公司与个人、部门与部门间的信息传递，以此支撑规模化的公司管理。
[bookmark: _Toc1943565836]文档管理
建立公司内部电子档案库，对内部各类合同、文件、信息进行电子化存储，可分类型、分部门进行文件管理；实现各类文件上传、查看、下载等权限管理，系统将流程、讨论区的内容自动形成知识文件，沉淀日常工作中的知识，并且具备知识索引、知识地图、知识回复等知识管理的功能；
[bookmark: _Toc137251135]公文管理
公文管理主要实现收文、发文的流转、审批、催办督办等功能，并对文件、信息处理情况提供了简单易用的实时监控机制。信息流转的处理范围完全涵盖国家现有15种日常公文格式，包括如收文、发文、传阅公文、签报等等。灵活定义工作流程无须改动程序的情况下进行，实现我司员工收发文处理工作流自动化，过程计算机化，提高办公效率。
[bookmark: _Toc382389067]综合办公管理
会议管理
实现对会议的通知、会议纪要、会议室资源管理等进行电子化管理；
人事基础管理
实现对通讯录、人事档案合同进行管理；
车辆管理
实现对车辆的资源、车辆申请进行统一管理；
日程管理
每位员工可管理自己每日行程，并且通过系统提醒自己，管理者可为下属安排工作计划，并且查看下属的工作安排；
办公用品管理
实现对公司的办公用品采购、入库和领用统一管理；
文化建设
提供新闻、公告、调查、讨论、享空间5项标准应用，实现信息发布、价值观传递、员工互动交流、图文共享，增强组织凝聚力与员工参与感。
[bookmark: _Toc1541977245]印章管理
建立公司所有印章的全生命周期管理，从印章的刻制、印章的使用、印章借出、印章销毁进行全过程的电子化管理。尤其印章的使用、借出申请，系统自动记录印章使用过程。
[bookmark: _Toc178904719]移动办公模块
支持安卓、苹果IOS的操作系统上的终端设备下载相应的APP进行移动办公；移动办公可实现：在线审批、在线下达任务流程、跟踪各类事务进展、查看通讯录、工作日志汇报、内部文件查询等；移动端支持与第三方APP集成，如企业微信号/钉钉／飞书集成实现移动办公。支持移动统一门户、移动办公管理、移动业务管理、移动集成管理、移动开发管理、移动社交化业务、移动智能管理、移动安全管理。
[bookmark: _Toc374506433]管理驾驶舱
实现对下属人员工作信息透视，使得企业运营更加透视、公开。提供标准的协同流程绩效与员工行为绩效分析，将日常流程与员工行为大数据以多维度、图形化、数字化方式呈现，检测流程运行的健康度，进行管理透视，驱动流程效率、优化管理制度。
[bookmark: _Toc55050074]工资条管理
工资条管理可实现支持线下计算好工资信息，批量导入到系统，并且人事专员审核通过即可分发给各用户进行工作条信息查询。
[bookmark: _Toc1808625508]考勤管理
实现获取员工考勤机（目前市场上所有主流考勤机硬件设备）打卡数据，与系统考勤类流程相结合，自动形成考勤明细报表和考勤统计汇总报表，按照一定的数据权限控制提供员工自助查询功能。移动APP支持定点打卡和外勤打卡等多种打卡方式。
[bookmark: _Toc2085373318]人事管理▲
(1)组织架构与组织人事
组织管理：支持树形结构全方位的记录单位的整个组织结构信息，支持多维度、多层级的实体与虚拟组织的设置。同时提供组织机构调整的功能，同时调整组织机构下的人员情况。
组织机构管理：支持管理员在系统中进行新增、修改、合并、撤销、上移、下移、变更等管理操作。同时支持基于时间轴对组织、人员等业务变动进行跟踪和管理，可查询指定时间点或指定时间段内的组织和人员变动情况，并进行统计分析。
组织机构图：组织机构的查看可以不仅可查看树形的组织架构，也可查看图片形式的组织架构图。组织架构图可从区域、部门、职能等多个维度进行维护，支持从组织、部门、岗位不同层次等不同层次查询组织机构图，分别输出集团、人力资源组织、行政组织等不同范围的组织结构图。
组织机构版本管理：系统支持组织机构的版本化管理。在组织机构版本列表中，查看以往所有的组织机构、部门版本，以及组织机构、部门的详细信息。
(2)员工信息管理
系统实现公司员工基础信息的管理，从员工入职、在职到离职，再到员工返聘/再聘的整个的全生命周期管理。
入职管理：实现对新员工入职的登记管理，也可结合流程管理，通过入职流程的申请、审批后，即可完成新员工的入职登记，同时转入人员档案信息。
员工档案管理：实现对人员信息全面、准确的管理，在系统中建立员工从入职到调岗、离职的全过程人事档案管理。
人员变动管理：可依据员工的转正、晋升、降职、平调、离职、轮岗、跨公司调动、离休、退休、下岗、辞职、退职、辞退等变动类型。通过对这些人员变动业务的管理，可设置各种人员变动的业务流程申请和审核，结合流程，进行人员变动的电子化审批管理。实现完整的记录员工从入职到离职发生的所有过程，进行人员的全生命周期的管理。
组织管理效率测评：投标人所投产品具有组织管理效率测评功能，需提供国家认可的具有检测资质的检测机构出具的关于组织管理效率测评功能的检测报告或相关证书。
[bookmark: _Toc1936236586]财务管理
实现用户可以通过系统填写报销单，当电子报销单流转到财务部时，用户可以在电脑端打印电子报销单，并在报销单后面黏贴发票，将报销单定期批量送达财务部，财务中心可集中在信息系统中确认收到纸质报销单及发票，并线下审批纸质发票的合规性，可结合二维码扫描枪进行批量操作；财务部用户可对报销单退回、意见征询等操作；非报销发起人、非财务口人员仅需在信息系统中进行操作，可通过电脑、手机移动设备进行审批确认，保证企业内部的高效电子化报销。
[bookmark: _Toc1508597911]用户许可数
本次OA系统采购电脑端（200个并发）和移动端（200个并发）用户数核定。
[bookmark: _Toc1813153695][bookmark: _Toc42571096][bookmark: _Toc394321182][bookmark: _Toc37131082][bookmark: _Toc323308331][bookmark: _Toc356983305]非功能需求
[bookmark: _Toc881200935]稳定性需求▲
稳定性支持：系统提供全年365天正常运转。当发生可能危及网络安全和公司重大利益的风险或隐患时，能够由服务方提供7*24小时的在线应急响应，必要时派人上门提供现场技术支持。
   系统响应：在互联网等不同网络环境下，均能实现PC端、手机端登录和调用系统内各页面、调用控件的及时响应。
   故障恢复：出现故障应能及时告警，并能实现故障迁移和数据恢复。保证系统在内部、外部不可预知的错误情况下，能够提供正确的处理机制。
    服务软件：投标人所投产品提供运维监控、服务启／停配置、一键巡检、数据库备份、自主服务和增值服务等功能，需提供第三方出具的服务软件的相关测试报告。
[bookmark: _Toc1296884833]安全性需求▲
中高强度口令：强制修改初始口令。修改口令时，必须使用字母+数字组合等8位以上的中高强度口令。
   加密储存：对用户口令，工号、姓名、单位、职务等身份信息，单位电子签章和个人签名图样，非公开的文件资料等加密储存。
   通讯录保护：单位通讯录分级可见，普通用户可查看本单位通讯录，各级领导可查看本单位、全校平级和上一级的通讯录。
   发布范围：公文、流程等可选择发布对象，可按一定范围或层级发布。
   限制转发：可以允许或禁止转发，也可设置仅允许在一定范围和层级内转发。
   安全水印：可在关键文档的浏览界面生成带有浏览者的账户名和时间戳的水印，防止伪造、泄密，并便于在发生泄密和疑似篡改时追查问题来源。
   阅后撤销：拟稿人发起的公文、流程可以手动撤销，可以设置到期自动撤销。
    密码标准化：密码应用应符合密码技术国家标准，应使用国产密码或其他当前主流的密码算法。
   数据加密：投保人所投产品应具有数据加密、装置及数据解密，需提供国家认可的具有检测资质的检测机构出具的关于数据加密、装置及数据解密的检测报告或相关证书。
   电子文档加密：投保人所投产品应具有电子文档的加解密功能，需提供国家认可的具有检测资质的检测机构出具的关于电子文档的加解密功能的检测报告或相关证书。
   文件下载控制：投保人所投产品应具有客户端、服务端的文件下载控制，需提供国家认可的具有检测资质的检测机构出具的关于客户端、服务端的文件下载控制的检测报告或相关证书。
[bookmark: _Toc1931854828]容错性需求
模块化：保证某个应用进程或模块出现的故障不会导致其他进程或模块不可用，也不会导致系统崩溃。
   错误提示：页面发生错误时，要求具有易懂且相关的文字提示。
[bookmark: _Toc878835203]接口需求▲
系统需要免费预留各类接口，保障与各类相关系统及智能化设备的互联互通。具有成熟的集成开发接口技术，能将在不同时间、不同厂商、不同硬件环境、不同软件环境下建成的现有的各子系统和待建的应用子系统以及相关外单位应用专业软件，按照统一的系统接口规范进行对接。系统各个功能应用要求能以WebService／rest方式对外提供，同时能提供其它形式的调用。
   客户化开发平台：投标人所投产品具有项目管理信息、权限管理、代码完整构建管理、代码增量构建管理和更新包管理等功能，需提供第三方出具的客户化开发平台软件的相关测试报告。
数据交换：投标人所投产品提供数据交换方式及数据交换装置，需提供国家认可的具有检测资质的检测机构出具的关于数据交换方式及数据交换装置的检测报告或相关证书。
[bookmark: _Toc190732755]性能需求
响应指标：运行速度取决于硬件配置和应用数据规模。在推荐配置环境下（参数附后），登录响应时间在2秒内；打开菜单响应时间在2秒内；打开信息条目响应时间3秒内；刷新条目分页列表响应时间3秒内；系统各级用户的各种统计、查询、分析应用操作，平均响应时间5秒以内，最长响应时间不超过15秒；公文文档编辑控件响应时间为10秒以内；
   以上响应指标的参考配置如下：
   系统服务器配置，此配置为100-200并发客户硬件配置（并发数为同时在线任务，系统内注册人数不受并发限制）；

	类别
	配置
	具体参数

	应用服务器
	硬件
	标准服务器配置
	CPU：2.3GHz以上，64位，二级缓存8M以上，4核以上;硬盘：SCSI/SAS硬盘，320G以上，建议做镜像;内存：8G以上;网卡：千兆网卡*2

	数据库服务器
	RAM
	MYSQL:8G/SQLServer:16G/Oracle:16G

	
	软件
	操作系统
	可参考数据库的硬件配置方案，无特殊要求

	备份服务器
	硬件
	PC服务器
	CPU：2.0GHz以上，二级缓存2M以上，2核CPU，硬盘：SATA硬盘，8M缓存，7200转，320G以上；内存：DDR2,800,4G以上


 客户端PC配置
	配件
	最低配置
	推荐配置

	CPU
	英特尔 奔腾 4
3.0GHz以上
	英特尔 奔腾 双核3.0GHz；
Intel core双核3.0GHz；
AMD 64位 3.0GHz

	内存
	>=1024M  Bytes
	>=4G Bytes

	显示器分辨率
	1280以上
	1280*768
	1280*800
	1366*768

	网卡
	100M
	100M


[bookmark: _Toc1599811961]公有云资源技术要求
本项目部署于云服务器，采用公有云国有云服务商提供的云资源服务，云服务商需要提供7×24小时相关技术服务，云服务器操作系统应采用开源或国产主流Linux操作系统。
	产品服务
	配置要求
	数量

	
	
	

	云主机（应用服务器）
	通用型 | s1.xlarge.2 | 4CPU | 8内存 | 1.5Gbit/s
云硬盘1块 | 性能优化型 | 40GB
   1块 | 性能优化型 | 160GB
弹性公网IP：10M
	1套

	Mysql 数据库
	通用型  4核 | 8GB
数据库版本 8.0
数据库类型：单机
存储 | 备份空间 500GB | 100GB
	1套

	云硬盘备份
	云硬盘全年备份
	1套

	WBE应用防护
	Web应用防护基于对Web流量的解码和分析，支持解析多种常见HTTP协议数据提交格式，可应对Web应用中的各类攻击，防御OWASP常见威胁，如SQL注入、XSS注入、跨站请求伪造攻击、Cookie篡改以及应用层Web攻击等，能有效解决网页挂马、敏感信息泄露等安全问题，充分保障Web应用安全。
	1套

	云安全中心
	云安全中心提供统一的资产安全状况展示，实时安全威胁检测与响应功能。通过在服务器安装Agent方式，为您提供漏洞检测、异常登录、暴力破解、基线检查、云平台配置检测等多种安全检测能力，全方位保护云上资产安全并满足监管合规要求。
	1套



[bookmark: _Toc1544368087]项目实施要求
[bookmark: _Toc1707080567]工期要求
合同签订后60个工作日内完成招标内容及要求的功能建设。
[bookmark: _Toc2073099336]实施要求
为保证项目按时按质顺利进行，中标人应提供详细的项目实施时间表（以天为单位）和各阶段各方人员安排及相关的工作内容；提出完整、合理、可行的项目管理计划，其中包括关于项目进度控制、质量控制、风险控制、合同管理、文档管理以及与本项目相关的协调工作等的详细描述。
项目实施中必须根据甲方需求进行开发设计、实施，以满足甲方部门间信息共享的需求。
[bookmark: _Toc1805851224]培训要求
本项目中标人负责对甲方人员提供技术培训，包括操作人员培训和管理维护人员培训。中标人应在投标文件中提出培训计划，计划包括培训类别、培训项目、人数、时间、地点及培训方式等详细内容，达到使相关人员熟练使用系统的目的。培训前，中标人需编制完成完善的培训材料。
[bookmark: _Toc555138717]项目验收
本项目的验收根据采购人的项目实施进度要求，系统完成开发部署，整体上线后进行为期3个月的项目试运行阶段，试运行期满达到招标要求后进行验收。中标人要提供详尽的项目验收方案，包括验收组织、验收内容、验收标准、验收报告等。
[bookmark: _Toc1547454051]保密要求
中标人对采购人提供的所有业务技术资料、文档，以及项目管理平台上的所有资料、文档，有责任对第三方保密。且未经采购人同意，中标人不得私自发布项目相关信息，以及将本项目成果他用，不得允许其他第三人使用、查看项目管理平台内容。
售后服务
项目通过验收之日起，中标人必须提供至少一年的原厂免费维护、升级服务，若有升级版本须及时通知用户，是否升级由用户决定；免费服务期结束后，中标人应提出升级、维护服务方案，并对服务内容、费用、方式、范围（产品、技术、模块）等方面进行承诺，另行签订服务合同。
中标人保证有专门的客户服务机构和人员，能够提供7*24小时电话服务响应；对于必须派人现场解决的问题，保证在收到现场服务通知后，8小时内到达现场。
[bookmark: _Toc2033269987]系统运行环境需求
（1）操作系统
系统应能满足在WINDOWS和LINUX/UNIX操作系统上运行。
（2）应用服务器系统
支持多种硬件和系统平台，提供跨网络、硬件和操作系统平台的透明性的应用或服务的交互功能，支持标准的协议。
    （3）服务器端要求
对于核心数据库服务器和应用服务应支持双机热备和集群功能；随着业务负载量加大，可通过服务器群集扩展部署方案提升系统负载能力；
支持WebLogic、WebSphere、Tomcat等多种主流应用服务器。支持SQL SERVER 、ORACLE和MYSQL等大型的主流数据库。
   （4）系统部署与发布
需有良好的部署方式，满足快速部署需求，支持系统热部署，支持分布式部署，在确保数据完整性的同时，能够支持客户端、服务器端、数据库分离部署，从而可以在多台计算机上平衡计算负荷，以支持网络应用。
[bookmark: _Toc261396798]商务条件（以“★”标示的内容为不允许负偏离的实质性要求）
[bookmark: _Toc1691925871][bookmark: _Toc1367143970]交付地点：福州名城保护开发有限公司
交付时间：合同签订后60个工作日内完成招标内容及要求的功能建设。
[bookmark: _Toc1661164537]交付条件：验收合格完毕
[bookmark: _Toc1904962359]是否收取履约保证金：否
[bookmark: _Toc2016158237]支付方式数据表格（中标方须提供相应金额的增值税专用发票）
	支付期次
	支付比例(%)
	支付期次说明

	1
	60
	合同签订后7个工作日支付中标合同金额的60%作为预付款资金；

	2
	35
	系统上线试运行期满并验收合格后7个工作日支付中标合同金额的35%；

	3
	5
	质保期满后7个工作日支付中标合同金额的5%；





技术服务要求响应表
项目名称：                       
	序号
	技术服务要求
	技术服务响应情况
	偏离详细说明
（正偏离/完全响应/负偏离）
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